Outdoors for All Foundation Transaction Policy:
What Personal Information About Customers Does Outdors for All Gather?

The information we learn from you is used only teate a more solid transaction with Outdoors fdr Yabur con-
tact information will only be used to communicatighwyou.

The following are types of information we gather:

Information You Give Us: We receive and store arfgrimation you enter on our website or give usrig ather
way such as credit card information or even a perlsaddress. We use the information that you peofad re-
sponding to your requests/transactions or commtingaith you. We will often send a confirmationlawing a
purchase or donation made on our website.

Does OutdoorsforAll.org Share the Information It Receives?

Information about our customers is an important paour organization in order to provide the bgsssible ser-
vice. We are not in the business of selling it ttoeos.

Third-Party Service Providers: We employ other canigs to perform functions on our behalf such gs Pa
Trace.com, the company which allows us to perfagouge online transactions. PayTrace has accesssonal
information needed to perform their functions, ibuthay not use it for other purposes.

Information regarding PayTrace’s security policy:

Information security is the primary focus of allR&yTrace's employees, products, systems, andiéiPay-
Trace was built around information security to eeghat our merchants' and their customers' inftionas han-
dled with integrity, care, and trust. PayTraceddidated to ensuring that information that has liresied to us is
secure by implementing the following elements, arghy more...

SSL Digital Certificates - All of the data thatsent to and from our servers is processed withtiP8ncryption.
Every time you visit PayTrace, your computer andsmivers share an encryption key that they usa¢ode their
communications. Evidence of this encryption is \aéle by clicking on the gold padlock in the bottaght cor-
ner of your browser.

Password Protection - All of our servers, systeans, databases are password protected. All of thees®vords
are confidential, and access to them is very cjogearded.

Cookies and Session Data - PayTrace does notatgreensitive information in cookies or your congpist cache/
memory. So, if you're using a public computer toems PayTrace, your information is completely secur

Network Security - PayTrace's network is protedigdeveral layers of firewall protection, intrusidetection
mechanisms, and numerous other safe guards thatpour systems and information contained therein.

Physical Site Protection - All data is stored elemically in strictly controlled databases, andpnivate informa-
tion is ever printed or otherwise distributed. @arvers are stored in heavily monitored and pretklkdications.
Access to our servers is restricted to those whst service them and meet a vigorous backgrounescur
network is protected by electronic, physical, afretric means, and it is under 24/7/365 surveiéan

Compliance - PayTrace has validated that its in&diom security measures meet the CISP (Cardhoiderrha-
tion Security Policy) requirements. PayTrace is plamt with the PCI (Payment Card Industry) CISPE®ata
Security Standards) as noted on Visa's document.



http://www.worldvision.org/content.nsf/pages/priyguolicy
http://www.komonews.com/about/privacy
http://www.childfund.org/privacy_policy/
http://www.plymouthhousing.org/Privacy_policy/indaim
http://www.childhaven.org/new/next.php?id=452
https://foodlifeline.org/ssl/donate/index.cfm?CFEB5085& CFTOKEN=71572478

http://hopeheart.webeddy.com/component/contentlefi2-general/121-privacy-policy



